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Whilst you are welcome to use this template plan, it is for illustrative purposes only and Hampshire & Isle of Wight Local Resilience Forum accept no liability for its use
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1.0 Introduction

HM Government have produced a document entitled Business Continuity Management toolkit. This can be found on the Hampshire Prepared website. This template plan is an example of a very basic business continuity plan, independent of the national guidance, but one that may be used in conjunction with the information contained in the guidance document. No one plan fits all businesses and this template is only meant as an illustrative document that may be used as the basis for your own organisations plan. 
2.0 Distribution List
	Copy Number
	Name
	Location

	001
	
	

	002
	
	

	003
	
	

	004
	
	

	005
	
	

	006
	
	


If you have any suggested changes to this plan, please notify: 

3.0 References and related documents
	Document Title

	HM Government Business Continuity Management Toolkit.

	

	

	


4.0 Aim of this Plan
Following a disruptive event that impacts on the business, this plan is intended to assist  <organisation> in recovering its most essential activities within the timescales assessed during the business impact analysis.

5.0 Objectives
· To define and prioritise the critical activities of the business

· To analyse the emergency risks to the business

· To detail the agreed response to an emergency

· To identify key contacts during an emergency

6.0 Business Impact Analysis
	Critical activity: 1
	


Impact of non delivery at the following intervals:

	Time
	What is the impact of non delivery of service in terms of financial, service or reputational loss: At what point in time does it become unacceptable?

	First 24 hours
	·  

	24 – 48 hours
	·  

	Up to 1 week
	·  

	Up to 2 weeks
	·  


Minimum Resource Requirements for Recovery:

	Time
	No. of key staff and details
	Alternate location
	Resources required -desks, phones
	Data required
electronic or hardcopy

	First 24 hours
	
	
	
	

	24 – 48 hours
	
	
	
	

	Up to 1 week
	
	
	
	

	Up to 2 weeks
	
	
	
	

	Recovery Strategy
	


	Critical activity: 2 
	


Impact of non delivery at the following intervals:

	Time
	What is the impact of non delivery of service in terms of financial, service or reputational loss. At what point in time does loss become unacceptable?

	First 24 hours
	·  

	24 – 48 hours
	·  

	Up to 1 week
	·  

	Up to 2 weeks
	·  


Minimum Resource Requirements for Recovery:

	Time
	No. of key staff and details
	Alternate location
	Resources required -desks, phones
	Data required
electronic or hardcopy

	First 24 hours
	
	
	
	

	24 – 48 hours
	
	
	
	

	Up to 1 week
	
	
	
	

	Up to 2 weeks
	
	
	
	

	Recovery Strategy
	


	Critical activity: 3
	


Impact of non delivery at the following intervals:

	Time
	What is the impact of non delivery of service in terms of financial, service or reputational loss. At what point in time does loss become unacceptable?

	First 24 hours
	·  

	24 – 48 hours
	·  

	Up to 1 week
	·  

	Up to 2 weeks
	·  


Minimum Resource Requirements for Recovery:

	Time
	No. of key staff and details
	Alternate location
	Resources required -desks, phones
	Data required
electronic or hardcopy

	First 24 hours
	
	
	
	

	24 – 48 hours
	
	
	
	

	Up to 1 week
	
	
	
	

	Up to 2 weeks
	
	
	
	

	Recovery Strategy
	


	Critical activity: 4 
	


Impact of non delivery at the following intervals:

	Time
	What is the impact of non delivery of service in terms of financial, service or reputational loss. At what point in time does loss become unacceptable?

	First 24 hours
	·  

	24 – 48 hours
	·  

	Up to 1 week
	·  

	Up to 2 weeks
	·  


Minimum Resource Requirements for Recovery:

	Time
	No. of key staff and details
	Alternate location
	Resources required -desks, phones
	Data required
electronic or hardcopy

	First 24 hours
	
	
	 
	

	24 – 48 hours
	
	
	
	 

	Up to 1 week
	
	
	
	

	Up to 2 weeks
	
	
	
	

	Recovery Strategy
	


7.0 Critical Activity Priority List
	Priority
	Critical Activity

	1
	

	2
	

	3
	

	4
	

	5
	

	6
	

	7
	

	8
	

	9
	

	10
	


This list is a ranking based on the information gathered during the business impact analysis and can be used during an emergency to assist your decision making as to which function needs to be reinstated first and consequently where you will direct your resources. 

8.0 Hazard Analysis Table
Consider the negative impact of the potential hazards or threats you might face with regard to loss of your staff, your premises, your records or data and your suppliers or partners.

A = HIGH Likelihood and HIGH Impact  = Possible action would be to reduce the risk as soon as possible
B = LOW  Likelihood and HIGH Impact = Possible actions would include  maintaining a tested business continuity plan
C = HIGH Likelihood and LOW  Impact = Possible action would be to manage consequences normal management techniques  
D = LOW  Likelihood and LOW  Impact = Possibly no action taken but a need to monitor and review the risk periodically
	Asset
	Hazard
	Likelihood
	Impact
	Action
	Mitigation in place
	Mitigation possible

	Property
	e.g. Flooding due to proximity of river
	High
	High
	Reduce the risk as soon as possible
	· Insurance – not a business continuity strategy
	· Site IT equipment on upper levels

Keep supply of sandbags

	
	e.g. Fire
	Low
	High
	Prepare a BCP, train staff, exercise plan, review plan
	· Fire alarms

· Trained fire wardens

· Onsite security
	· Fire sprinklers

· Smoke detectors

	
	Loss of utilities


	Low
	
	
	· None
	· Generator

	People
	e.g. Sickness
	
	
	
	· 
	· 

	
	
	
	
	
	· 
	· 

	IT or Data
	e.g. Computer crashes
	
	
	
	· 
	· 

	
	
	
	
	
	· 
	· 

	Key suppliers
	e.g.Supplier failure or bankrupty
	
	
	
	· 
	· 

	
	
	
	
	
	· 
	· 



9.0 Emergency Response Checklist
For use during an emergency

	· Start a log of actions taken:
	

	
	

	· Liaise with Emergency Services:
	

	
	

	· Identify any damage:
	

	
	

	· Identify Functions disrupted:
	

	
	

	· Convene your Response / Recovery Management Team:
	

	
	

	· Provide information to staff:
	

	
	

	· Decide on course of action:
	

	
	

	· Communicate decisions to staff and business partners:
	

	
	

	· Provide public information to maintain reputation and business:
	

	
	

	· Arrange a Debrief:
	

	
	

	· Review Business Continuity Plan:
	


10.0 Key Internal Contact Details
	Contact
	Office Number
	Mobile Number
	Useful information

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


11.0 Key External Contact Details including your suppliers
	Contact
	Office Number
	Mobile Number
	Useful information

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


12.0 Log of decisions and actions made by your business during an incident or disruption
	Date
	Time
	Information / Decisions / Actions 
	Initials

	
	
	
	


�





Who will be given a copy of this document and where will it be kept? Is it kept electronically or in hardcopy. 





Q. What happens if your computer fails. How will you access it.





Insert appropriate detail in the grey boxes. The document should be reviewed regularly  and dated. Every one who has a copy should have the latest version





From the information gathered in section six, list the critical activities in the priority order you would like to see them recovered i.e which activity is the most important to you and which can you set aside until a later date





Decide which parts of your business you must keep running at all costs by considering the financial, service and reputational impact of non delivery





Q. At what point in time will non delivery of the activity or function have a detrimental impact and when does it become non recoverable








What are the minimum resources necessary to keep the critical activity functioning


What are the minimum numbers of staff required, where will you meet if the main premises are affected





Consider the threats that may affect your business (The Community Risk Register is available to you, identifying some threats in Hampshire and the Isle of Wight). Follow link to: http://www3.hants.gov.uk/emergencyplanning/cx-emergency_planning-crr.htm  





Determine the level of impact of the threat i.e how badly will it affect the way you do things, and then try to identify any mitigation you can put in place to prevent or minimise the threat. 





Use this list as a start when making your response to an incident. When an incident happens and you are under pressure, this may help you in remembering some key actions. It is not exhaustive and  you may care to add your own





Who would you need to contact within your organisation. Who would you need to let know what is happening. Record here their contact details both in and out of hours if appropriate.





Again who would you want to contact externally. Customers? Any key staff who are off duty or not at work? Suppliers?  Insurance company?





Record their contact details here. But remember where are you going to keep the plan. In the office, electronically. Consider keeping a copy offsite.





During an incident it is important to keep a record of events and actions. Your insurance company may well ask you for details and if there is any sort of investigation you would be able to provide a record of events. During an incident consider designating  one of your staff as log keeper   





Update page numbers as appropriate when you have completed the plan
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